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Abstract 

 

The field of quantum computing stands at a transformative inflection point, promising 
to solve problems currently intractable for even the most powerful classical 
supercomputers. However, this immense potential is shackled by a centralized 
ecosystem characterized by prohibitive costs, limited hardware access, and 
significant barriers to entry for researchers and startups. The current model, 
dominated by a few large corporations, stifles the permissionless innovation required 
to unlock the quantum era. 

QubitLease introduces a paradigm shift by creating a decentralized physical 
infrastructure network (DePIN) for quantum computation. Our platform establishes a 
peer-to-peer marketplace where quantum hardware providers can lease idle compute 
time to users globally. The native utility token, the QubitLease Token (QLT), functions 
as the economic lifeblood of this ecosystem. QLT is used as a "quantum gas" to meter 
computational usage, enabling transparent, pay-per-use access to quantum 
resources. Users submit quantum programs via smart contracts, and providers earn 
QLT by executing these jobs. 

The QubitLease architecture is built on a scalable, EVM-compatible Layer 2 
blockchain, ensuring low transaction fees and high throughput. A robust on-chain 
verification system, leveraging decentralized oracles and cryptographic proofs, 
guarantees the integrity of computations. By applying the proven DePIN model to the 
high-value asset class of quantum compute, QubitLease aims to democratize access, 
create powerful economic incentives for hardware innovation, and foster a global 
community of developers and providers. Our vision is to build the foundational 
infrastructure layer that will accelerate the next wave of technological breakthroughs. 



 

1.0 Introduction: The Quantum Inflection Point 

 

 

1.1 The Dawn of the Quantum Era 

 

The year 2025 marks a pivotal moment in technological history. Designated by the 
United Nations as the International Year of Quantum Science and Technology, it 
celebrates a century of quantum mechanics while heralding its transition from 
theoretical curiosity to practical reality.1 The global scientific and investment 
communities have reached a consensus: the quantum era is no longer a distant future 
but an imminent and disruptive present. The promise of quantum computing is poised 
to redefine industries, with profound applications in drug discovery, materials science, 
financial modeling, logistics optimization, artificial intelligence, and cryptography.3 

This transition is underpinned by a surge in capital and confidence. In 2024 alone, 
private and public investment in quantum technology startups reached nearly $2.0 
billion, a 50% increase over the previous year.1 Quantum computing companies are 
projected to generate over $1 billion in revenue in 2025, driven by the growing 
deployment of quantum hardware across commercial and defense sectors.1 
Technologically, the field is rapidly moving past the point of no return. Quantum 
systems are now demonstrating capabilities beyond the reach of classical 
supercomputers, marking a critical turning point where quantum advantage becomes 
a tangible phenomenon.4 We are witnessing the dawn of a new computational 
paradigm. 

 

1.2 The Centralization Bottleneck: A Barrier to Innovation 

 

Despite this extraordinary promise, access to quantum computing remains severely 
restricted. The landscape is dominated by a handful of technology giants and 
heavily-funded corporations, including IBM, Google, Microsoft, D-Wave, Rigetti, and 
Quantinuum, who control the vast majority of available quantum hardware.5 This 



centralization has created a formidable bottleneck, stifling the widespread 
experimentation and development necessary for the field to flourish. 

The barriers to entry are immense. The cost to design, fabricate, and operate a 
quantum computer is astronomical. A single superconducting qubit can cost between 
$10,000 and $50,000, placing the price of a 1,000-qubit system at well over $100 
million.7 Consequently, direct ownership is impossible for all but the most 
well-capitalized organizations. 

Access via proprietary cloud platforms, while a step forward, perpetuates a model of 
high costs and centralized control. IBM's Pay-As-You-Go plan starts at $96 per 
minute, with premium plans costing thousands per month, while Microsoft Azure and 
AWS Braket employ complex, multi-variable pricing models that can be opaque and 
prohibitively expensive for sustained research.9 This has created a "quantum divide," 
where a global community of individual researchers, university labs, and innovative 
startups are effectively locked out of the quantum revolution.11 This not only slows the 
pace of global innovation but also reinforces the technological dominance of a select 
few, creating a walled garden where a permissionless frontier is needed most. 

 

1.3 The DePIN Thesis: A Proven Model for Decentralization 

 

To break this centralization, QubitLease draws inspiration from a proven and powerful 
Web3 model: Decentralized Physical Infrastructure Networks (DePIN). DePINs are 
blockchain-based protocols that leverage token incentives to bootstrap and manage 
real-world physical hardware infrastructure in a distributed, permissionless manner.13 
Instead of a single company owning and operating the infrastructure, DePINs 
empower a global community of individuals and businesses to contribute their 
hardware and be rewarded for their service. 

This model has demonstrated remarkable success in other capital-intensive 
industries. Helium, for example, built a global, decentralized wireless network for IoT 
devices by incentivizing individuals to purchase and operate personal hotspots, 
rewarding them with its native token for providing coverage.15 Similarly, 

Filecoin created a vast, competitive, and decentralized data storage market by 
rewarding participants for contributing their unused hard drive space.17 



These networks thrive on a virtuous cycle known as the "DePIN Flywheel": 

1. The protocol offers token rewards to attract service providers (the supply side). 
2. Increased supply and competitive pricing attract users (the demand side). 
3. Growing usage of the network creates demand for the native token, which is used 

to pay for services. 
4. This demand, often coupled with a token burn mechanism, increases the token's 

value. 
5. A higher token value makes the rewards for providers more attractive, 

incentivizing further network growth and starting the cycle anew.19 

QubitLease applies this proven, scalable, and economically sustainable model to the 
next frontier of high-value digital resources: quantum compute time. By doing so, the 
investment thesis for QubitLease is reframed. It is not merely a speculative bet on the 
future of quantum technology, but rather the application of a validated business 
model to a nascent, exponentially valuable asset class. This approach de-risks the 
venture while positioning it to capture value from two powerful, intersecting 
ecosystems: the established world of Web3 and the emerging landscape of quantum 
computing. 

Furthermore, the primary value proposition extends beyond simply providing cheaper 
access. It offers permissionless and diverse access. The current centralized model 
limits researchers to the specific hardware architectures prioritized by a few major 
providers. QubitLease will create an open market where a researcher can test an 
algorithm on a D-Wave-like quantum annealer, an IonQ-like trapped-ion system, and a 
Rigetti-like superconducting machine, all on a single platform using a single payment 
token. This will enable unprecedented comparative analysis of quantum hardware, 
generating an invaluable, transparent, on-chain dataset of hardware performance 
that will benefit the entire field. 

 

2.0 The QubitLease Solution: A Peer-to-Peer Quantum 
Marketplace 

 

 

2.1 Vision: The Quantum Cloud, Reimagined 



 

QubitLease's vision is to construct the world's first global, open, and efficient 
marketplace for quantum computation. We are reimagining the quantum cloud by 
replacing the centralized, top-down model with a decentralized, peer-to-peer 
network. In the same way that platforms like Airbnb and Uber unlocked the latent 
economic value in underutilized physical assets like homes and cars, QubitLease will 
unlock the immense, untapped potential of quantum computing hardware worldwide. 

Our platform will serve as the foundational infrastructure layer for the next generation 
of quantum-powered applications. By democratizing access, we will empower a global 
community of innovators to tackle humanity's most complex challenges in fields like 
quantum machine learning, drug discovery, and climate science.20 QubitLease is not 
just a platform; it is an ecosystem designed to accelerate the quantum future. 

 

2.2 Ecosystem Participants and Value Proposition 

 

The QubitLease ecosystem is a symbiotic network of three key participants, each with 
a distinct role and a powerful value proposition. 

● Providers: These are the owners of quantum computing hardware. They can 
range from large-scale manufacturers (e.g., D-Wave, Rigetti, Quantinuum, IonQ) 
and specialized startups to university research labs and government institutions.6 

○ Value Proposition: Providers can monetize idle or underutilized quantum 
compute time, generating a significant new revenue stream paid in QLT. By 
joining the network, they gain immediate access to a global market of users, 
increasing the return on their substantial capital investment and gaining 
visibility within the international research community. 

● Users: These are the consumers of quantum compute time. They include 
academic researchers, enterprise R&D departments, AI/ML startups, and 
independent developers who need to design, test, and run quantum algorithms. 
○ Value Proposition: Users gain on-demand, permissionless access to a 

diverse range of quantum hardware architectures without being locked into 
long-term contracts or facing prohibitive upfront costs. The platform offers a 
transparent, pay-per-use model metered by the QLT token, enabling projects 
of all sizes to budget and scale their quantum experiments effectively. 

● The QubitLease Protocol: This is the decentralized coordination layer, 



comprised of smart contracts, oracles, and governance mechanisms that 
orchestrate the marketplace. 
○ Value Proposition: The protocol ensures fair market dynamics, secure and 

automated payment settlement, and verifiable computational results. By 
removing the need for a trusted central intermediary, it reduces costs, 
eliminates single points of failure, and fosters a truly open and competitive 
ecosystem. 

This model creates a powerful new economic incentive for hardware innovation. 
Currently, quantum hardware development is a capital-intensive endeavor with a long 
and uncertain path to profitability.7 QubitLease provides an immediate go-to-market 
strategy for hardware startups. A new company with a novel 50-qubit machine can 
plug into the QubitLease network and begin earning revenue in QLT from day one, 
without the immense overhead of building its own cloud software stack, sales team, 
and user base. This dramatically lowers the barrier to entry, which will accelerate the 
pace of hardware development and encourage venture investment into pure-play 
hardware innovation. 

 

2.3 High-Level Architecture Overview 

 

QubitLease is architected as a decentralized application and protocol deployed on an 
EVM-compatible blockchain, serving as a trustless coordination and settlement layer 
for the off-chain quantum computation market. The architecture is inspired by the 
robust and scalable models of successful DePIN projects.19 

The core workflow is as follows: 

1. Registration: Quantum hardware providers register their systems on the 
QubitLease ProviderRegistry smart contract, detailing their hardware 
specifications (e.g., qubit count, architecture, fidelity, error rates) and setting 
their availability. 

2. Submission: Users browse the registry and submit a quantum job—written in 
standard languages like OpenQASM or frameworks like Cirq 24—to the 
JobSubmission smart contract, targeting a specific provider. 

3. Matching & Payment: The smart contract validates the request and locks the 
user's QLT payment in escrow. 

4. Off-Chain Execution: The designated provider's off-chain system detects the 



on-chain job request, retrieves the program, and executes it on their physical 
quantum computer. 

5. Verification & Results: The results, along with a cryptographic proof of 
computation, are relayed back to the user via a decentralized oracle network, 
which verifies the integrity of the execution process. 

6. Settlement: Upon successful verification, the smart contract automatically 
releases the QLT payment to the provider, completing the transaction trustlessly. 

This hardware-agnostic approach fosters a Cambrian explosion of quantum software 
and tools. Unlike current ecosystems where development is often tied to a specific 
provider's stack (e.g., IBM's Qiskit, Google's Cirq) 25, QubitLease creates a neutral 
playground. Developers can build a single application that targets any backend on the 
network, encouraging the creation of higher-level abstraction layers, cross-platform 
compilers, and specialized middleware. QubitLease is designed to be the foundational 
"TCP/IP" layer for the emerging quantum internet. 

(Description: A clean, professional diagram showing three main entities: Users, 
Providers, and the QubitLease Protocol (Blockchain). Arrows illustrate the flow: 1. User 
submits a job and QLT payment to the protocol. 2. The protocol notifies the selected 
Provider. 3. The Provider executes the job off-chain. 4. The Provider sends results and 
proof back through the protocol's oracle layer. 5. The protocol verifies the results and 
settles the payment, sending QLT to the Provider. The diagram emphasizes the 
protocol as a decentralized intermediary.) 

 

3.0 Technical Architecture: A Quantum-Resistant, Decentralized 
Fabric 

 

The QubitLease platform is engineered for security, scalability, and developer 
accessibility. Its architecture combines a high-performance blockchain layer, a 
modular smart contract system, and a novel off-chain verification process to create a 
robust fabric for the quantum economy. 

 

3.1 Blockchain Layer: Performance and EVM-Compatibility 



 

To handle the anticipated volume of job submissions, payments, and attestations, 
QubitLease will be deployed on a state-of-the-art Ethereum Layer 2 (L2) rollup. We 
have specifically chosen to build on a Zero-Knowledge Ethereum Virtual Machine 
(zkEVM) platform, such as zkSync, Polygon zkEVM, or Starknet.27 

This choice is driven by several critical advantages: 

● Scalability and Low Fees: L2 rollups offer transaction throughput that is 10-100 
times greater than the Ethereum mainnet, with transaction costs often falling 
below $0.01.27 This is essential for creating a fluid and cost-effective marketplace 
where micropayments for computational tasks are feasible. 

● Inherited Security: As a rollup, the platform inherits the full security and 
decentralization guarantees of the underlying Ethereum base layer. All transaction 
data is ultimately secured by the Ethereum consensus, providing a robust 
foundation for a marketplace managing high-value computations.30 

● EVM-Compatibility: Building on a zkEVM grants us access to the world's largest 
and most mature smart contract ecosystem. We can leverage Solidity, the 
industry-standard programming language, and the vast ecosystem of developer 
tools (Hardhat, Foundry), security libraries (OpenZeppelin), and global developer 
talent.27 

 

3.2 The Smart Contract Core 

 

The QubitLease protocol is governed by a suite of modular, upgradeable smart 
contracts. The core logic is distributed across three primary contracts: 

● ProviderRegistry.sol: This contract serves as the on-chain directory of all 
available quantum hardware. 
○ registerProvider(specs, endpoint, supportedLanguages): Providers stake QLT 

and call this function to list their hardware. The specs struct contains critical 
metadata: qubitCount, architectureType (e.g., Superconducting, Trapped-Ion, 
Photonic), coherenceTime, avgFidelity, and errorRate. 

○ updateProviderStatus(status): Allows providers to signal their current state as 
AVAILABLE, BUSY, or OFFLINE. 

○ getProvider(providerId): A public view function that allows users and dApps to 
query the registry for hardware details to find a suitable machine. 



● JobSubmission.sol: This contract manages the lifecycle of each computational 
task. 
○ submitJob(providerId, programCodeURI, requirements, payment): Users 

initiate a job by specifying the target provider, a URI pointing to the quantum 
program code (e.g., on IPFS), specific requirements (min_qubits, 
max_error_rate), and locking the required QLT payment. This function emits a 
JobCreated event that off-chain services can monitor. 

○ receiveResults(jobId, resultsHash, verificationStatus): This function can only 
be called by the trusted oracle network. It posts the hash of the 
computational results and a boolean flag indicating successful verification, 
which triggers the final settlement. 

● Metering.sol: This contract handles the platform's economic logic and payment 
settlement. 
○ calculateCost(jobParams): This function implements the "quantum gas" 

model. The cost of a job is not a flat fee but a dynamic calculation based on 
the resources consumed. The pricing formula is a weighted sum inspired by 
the granular models of leading cloud providers 
10:CostQLT =(w1 ⋅Nqubits )+(w2 ⋅Ngates )+(w3 ⋅Truntime )+(w4 ⋅Nshots ) 
 
Where wi  are governance-set weights, N represents the number of resources 
used, and T is the runtime. This model creates a dynamic, self-regulating 
pricing mechanism where technological improvements, such as superior 
Quantum Error Correction (QEC) that reduces the required number of shots 
(Nshots ) 31, are directly reflected in lower job costs. This gives providers a 
powerful economic incentive to improve the 
quality and efficiency of their hardware, not just the raw qubit count. 

○ settlePayment(jobId): Triggered by a successful verification in 
JobSubmission.sol, this function orchestrates the final value transfer. It 
transfers the locked QLT to the provider's address, sends a small percentage 
to the QubitLease DAO treasury, and programmatically sends a designated 
portion to a burn address, contributing to the token's deflationary economics. 

Contract Function Inputs Outputs Description 

ProviderRegistry registerProvider specs, endpoint, 
stakeAmount 

providerId Allows hardware 
owners to stake 
QLT and list 
their quantum 
computer on the 
network. 



ProviderRegistry updateProviderS
tatus 

newStatus bool Enables 
providers to 
update their 
availability (e.g., 
AVAILABLE, 
BUSY). 

JobSubmission submitJob providerId, 
programURI, 
payment 

jobId Users submit a 
quantum job, 
locking the QLT 
payment in 
escrow. 

JobSubmission receiveResults jobId, 
resultsHash, 
verified 

event Called by the 
oracle network 
to post verified 
results and 
trigger 
settlement. 

Metering settlePayment jobId bool Transfers funds 
to the provider, 
treasury, and 
burn address 
upon job 
completion. 

 

3.3 The Job Lifecycle: From Submission to Result 

 

The interaction between on-chain contracts and off-chain systems is meticulously 
designed to be trust-minimized and efficient. 

[Flowchart: Quantum Job Lifecycle] 

(Description: A detailed flowchart diagram illustrating the seven steps of the job 
lifecycle.) 

1. Submission & Escrow: A user selects a provider from the ProviderRegistry and 
calls submitJob, providing the program URI and locking QLT in the JobSubmission 
contract. 

2. Off-Chain Detection: The provider runs an off-chain listener service that 
monitors the blockchain for JobCreated events corresponding to their providerId. 



3. Execution: Upon detecting a new job, the provider's service retrieves the 
quantum program from the specified URI (e.g., IPFS) and executes it on their 
physical quantum hardware. 

4. Proof Generation: The provider's system generates two outputs: the raw results 
of the quantum computation and a cryptographic proof of the classical aspects 
of the execution. This proof, likely a ZK-SNARK, attests that the correct program 
was loaded, the specified gate sequence was applied, and the correct number of 
shots were run, all without revealing the provider's proprietary control software or 
internal infrastructure.33 

5. Decentralized Verification: The provider submits the results and the ZK-proof to 
a compute-enabled decentralized oracle network (DON), such as Chainlink.35 This 
represents a novel and critical use case for oracles: verifiable off-chain 
computation.35 

6. On-Chain Attestation: The nodes of the DON independently and efficiently 
verify the ZK-proof. Once consensus is reached, a designated oracle node makes 
a single, gas-efficient transaction to the JobSubmission contract, calling 
receiveResults with the jobId, a hash of the raw results, and a boolean 
verification_success flag. 

7. Settlement & Finality: The on-chain attestation triggers the settlePayment 
function in the Metering contract. The QLT payment is disbursed, the user 
receives a notification that their results are ready for download (via the hash), 
and the job is marked as complete. 

 

3.4 Security: A Quantum-Resistant Fortress 

 

Given that QubitLease will power the very computers capable of breaking current 
cryptographic standards, building the platform on a foundation of post-quantum 
security is not just a feature—it is a fundamental requirement. 

● Post-Quantum Cryptography (PQC): All cryptographic primitives used by the 
QubitLease protocol itself—including user account signatures, oracle data 
attestations, and governance votes—will be based on the algorithms standardized 
by the U.S. National Institute of Standards and Technology (NIST).38 

○ Key Encapsulation: For secure communication channels, we will implement 
ML-KEM (CRYSTALS-Kyber), the NIST standard for post-quantum key 
encapsulation.40 

○ Digital Signatures: For all on-chain transactions and attestations, we will 



implement ML-DSA (CRYSTALS-Dilithium), the NIST standard for 
post-quantum digital signatures.40 This ensures the core integrity of the 
QubitLease ledger is secure against attacks from both classical and quantum 
adversaries. 

● Economic Security: Providers must stake a significant amount of QLT to join the 
network. This stake acts as a bond for good behavior. If the oracle network 
detects malicious activity, such as submitting fraudulent proofs or failing to 
complete jobs, this stake can be programmatically "slashed" (partially or fully 
confiscated), creating a powerful economic disincentive against cheating. 

● Smart Contract Security: All core smart contracts will undergo multiple, 
rigorous audits from leading independent security firms before mainnet 
deployment. All contracts will be open-source to allow for continuous community 
review. 

 

4.0 The QLT Token: Fueling the Quantum Economy 

 

The QubitLease Token (QLT) is the native utility token of the platform and the engine 
of its self-sustaining economy. QLT is meticulously designed not as a speculative 
instrument, but as a functional tool with clear, intrinsic utility that directly correlates 
with the growth and adoption of the QubitLease network.43 

 

4.1 Token Overview 

 

● Token Name: QubitLease Token 
● Ticker: QLT 
● Standard: ERC-20 on a zkEVM Layer 2 
● Total Supply: 1,000,000,000 QLT (One Billion) 
● Issuance: The total supply is fixed and capped. No further QLT will ever be 

minted. 

 

4.2 Token Distribution and Vesting 



 

The initial allocation of QLT is strategically designed to align the long-term incentives 
of all ecosystem participants—including the development team, investors, service 
providers, and the user community. The distribution percentages and vesting 
schedules are based on established industry best practices to promote sustainable 
growth and decentralization.45 

Table: QLT Token Allocation and Vesting Schedule 

 
Category Percentage Token Amount Vesting Schedule & 

Rationale 

Public Sale (ICO) 40% 400,000,000 25% unlocked at 
Token Generation 
Event (TGE), followed 
by a 12-month linear 
vesting period. This 
structure encourages 
long-term alignment 
from early supporters 
while providing initial 
market liquidity. 

Founding Team & 
Advisors 

20% 200,000,000 12-month cliff, 
followed by a 
36-month linear 
vesting period. This 
ensures the core 
team is incentivized 
for the long-term 
success of the 
protocol, well beyond 
initial launch.47 

Ecosystem 
Development & 
Grants 

20% 200,000,000 10% unlocked at TGE, 
with the remainder 
vesting linearly over 
48 months. These 
funds will be used to 
fuel ecosystem 
growth through 
developer grants, 
strategic 



partnerships, and 
community-building 
initiatives.48 

Provider Rewards 10% 100,000,000 Released 
algorithmically via the 
protocol over an 
initial 5-year period. 
This pool is dedicated 
to bootstrapping the 
supply side of the 
marketplace by 
incentivizing the first 
wave of quantum 
hardware providers 
to join the network. 

Liquidity & Treasury 10% 100,000,000 50% allocated for 
providing initial 
liquidity on 
decentralized 
exchanges (DEXs). 
The remaining 50% is 
held in a treasury, to 
be managed by the 
future QubitLease 
DAO for operational 
needs and strategic 
opportunities. 

(Description: A clear and simple pie chart visually representing the allocation 
percentages listed in the table above.) 

 

4.3 Core Token Utility 

 

The value of QLT is derived from its indispensable role within the QubitLease 
ecosystem. It possesses three core pillars of utility that drive fundamental, 
non-speculative demand.50 

1. Medium of Exchange (Quantum Gas): QLT is the exclusive currency for all 
services on the platform. Users must acquire and spend QLT to pay for quantum 



compute jobs. This function serves as the primary demand driver, directly linking 
the token's usage to the platform's activity. 

2. Security Staking: Hardware providers are required to stake a substantial amount 
of QLT to be listed in the ProviderRegistry. This stake functions as a 
cryptoeconomic bond, ensuring provider accountability. Malicious behavior, such 
as providing fraudulent results or having excessive downtime, will result in the 
provider's stake being slashed, with the confiscated tokens being burned or 
redistributed to the community treasury. 

3. Governance Rights: Following the progressive decentralization of the protocol, 
staked QLT will grant holders voting rights in the QubitLease DAO. Token holders 
will be empowered to propose and vote on critical protocol upgrades and 
parameter changes, such as adjusting the fee structure, modifying the token burn 
rate, or allocating treasury funds.51 

 

4.4 The Economic Flywheel: A Deflationary Spiral 

 

The QubitLease tokenomic model incorporates a powerful value accrual mechanism 
designed to create a deflationary feedback loop, where network growth directly 
enhances the scarcity and value of the QLT token. This model is inspired by the 
successful burn-and-mint equilibrium systems seen in leading DePIN projects.53 

The Burn Mechanism: A fixed percentage (e.g., 25%) of every transaction fee paid in 
QLT for compute jobs is programmatically sent to an irrecoverable burn address, 
permanently removing it from the total supply. 

This mechanism creates a virtuous cycle, or "Economic Flywheel": 

1. Growing Compute Demand: As more developers, researchers, and enterprises 
begin using QubitLease for their quantum workloads, the aggregate demand for 
compute time on the network increases. 

2. Rising QLT Demand: Since QLT is the only method of payment, the demand for 
the token on the open market rises in lockstep with platform usage. 

3. Accelerated Token Burn: Higher transaction volume leads directly to a greater 
quantity of QLT being burned, which systematically reduces the circulating 
supply. 

4. Deflationary Pressure & Value Accrual: The combination of rising demand and 
shrinking supply exerts positive pressure on the value of QLT. 



5. Enhanced Provider Incentives: As the value of QLT increases, the rewards 
earned by hardware providers become more substantial and attractive. 

6. Network Expansion: These enhanced incentives attract more providers to join 
the network, increasing the diversity, quality, and competitiveness of the available 
quantum hardware. This, in turn, attracts even more users, restarting and 
amplifying the cycle. 

This design ensures that the economic success of the QLT token is intrinsically tied to 
the scientific and commercial utility of the quantum computing industry itself. An 
investment in QLT is not merely a bet on the QubitLease team, but a leveraged 
participation in the entire quantum R&D ecosystem. Every scientific breakthrough or 
commercial application developed using the QubitLease platform directly contributes 
to the token's value accrual model. This transforms QLT into a unique financial 
instrument: a utility-driven index for the burgeoning quantum economy. 

(Description: A circular diagram illustrating the "Economic Flywheel." It starts with 
"Users" who "Demand Compute." An arrow points to "Pay with QLT," which flows into a 
central "QubitLease Protocol" box. From this box, three arrows emerge: one to 
"Providers" labeled "Rewards," one to a "Treasury" icon, and one to a "Fire" icon 
labeled "Burn." An arrow from "Providers" points to "Increased Hardware Supply," 
which in turn points back to "Users" with the label "Attracts More Users," completing 
the loop. A prominent arrow from "Burn" points to "Increased QLT Value," which then 
points to "Providers" with the label "Enhances Rewards.") 

 

5.0 Roadmap: Charting the Path to Quantum Democratization 

 

Our roadmap is a strategic, phased plan designed to deliver on the promise of 
QubitLease. It balances rapid development with rigorous security, and community 
growth with strategic partnerships, ensuring a sustainable path toward building the 
world's decentralized quantum cloud. 

Table: QubitLease Project Roadmap 

 
Phase Quarter / Year Key Milestones & 



Deliverables 

Phase 1: Foundation 
& Launch 

Q3 2025 • Whitepaper v1.0 
Release: Official 
publication and 
launch of the 
QubitLease.io 
website. 
• Core Smart 
Contract 
Development: 
Commencement of 
work on 
ProviderRegistry, 
JobSubmission, and 
Metering contracts. 
• Public Sale (ICO): 
Launch of the public 
token sale to 
bootstrap funding 
and initial token 
distribution. 
• Community 
Formation: 
Establishing official 
channels on Discord, 
X (Twitter), and 
developer forums to 
begin building a 
global community.54 

Phase 2: Testnet & 
Initial Integration 

Q4 2025 • Testnet Launch: 
Deployment of the 
QubitLease protocol 
on a public Ethereum 
L2 testnet. 
• Simulated Hardware 
Integration: 
Integration with 
simulated quantum 
backends to allow 
developers to begin 
testing the platform 
without needing 
access to real 
hardware. 
• Alpha SDK Release: 



Release of the initial 
QubitLease SDK for 
Python, with 
preliminary support 
for Qiskit and Cirq 
frameworks. 
• First Security Audit: 
Completion of a 
comprehensive 
security audit of all 
core smart contracts 
by a reputable 
third-party firm. 

Phase 3: Mainnet & 
Provider 
Onboarding 

Q1 2026 • Mainnet v1.0 
Launch: Full 
deployment of the 
QubitLease platform 
on the selected L2 
mainnet. 
• Initial Provider 
Partnerships: 
Onboarding the first 
wave of real quantum 
hardware providers, 
targeting innovative 
startups and 
university research 
labs. 
• Live Hardware 
Registry: The first real 
quantum systems are 
listed and become 
available for use on 
the ProviderRegistry. 
• Developer Grants 
Program: Launch of 
the Ecosystem Grants 
Program to fund 
promising projects 
and tools built on 
QubitLease.48 

Phase 4: Ecosystem 
Expansion 

Q2 2026 • Stable SDK v1.0 
Release: Launch of 
the first stable, 
feature-complete 



QubitLease SDK. 
• Hardware 
Diversification: Active 
integration of 
additional quantum 
hardware 
architectures, 
including photonic, 
neutral atom, and 
quantum annealing 
systems. 
• Developer Portal: 
Launch of a 
comprehensive 
developer portal 
featuring in-depth 
documentation, 
tutorials, and 
dedicated support 
channels. 
• Cross-Chain 
Exploration: Research 
and development into 
cross-chain 
interoperability 
protocols like 
LayerZero or Axelar 
to enable job 
submissions and 
payments from other 
blockchain 
ecosystems.56 

Phase 5: 
Decentralized 
Governance & 
Future Vision 

2027+ • DAO Launch: 
Phased rollout of the 
QubitLease DAO, 
enabling on-chain 
governance by QLT 
holders.52 

 

• Treasury 
Decentralization: 
Transfer of control 
over the ecosystem 
and treasury funds to 
the DAO. 
• Advanced 
Verification R&D: 
Research into novel, 
on-chain verification 
methods for quantum 
results, potentially 



including statistical 
validation of QEC 
performance. 
• Quantum AI 
Integration: 
Development of APIs 
and integrations to 
connect QubitLease 
with Quantum AI 
platforms, enabling 
AI-driven algorithm 
design, optimization, 
and execution on the 
network.20 

 

6.0 Team and Advisors 

 

QubitLease is led by a multidisciplinary team of experts with deep experience 
spanning blockchain protocol architecture, experimental quantum physics, and 
enterprise-scale cloud computing. 

Founding Team 

● Dr. Evelyn Reed, CEO & Co-Founder: Dr. Reed holds a PhD in Computer Science 
with a specialization in distributed systems from Stanford University. She was 
previously a lead protocol architect at a major Layer 1 blockchain foundation, 
where she designed novel consensus mechanisms and crypto-economic models. 
Her expertise is central to the design of the QubitLease protocol and its 
tokenomics. 

● Kenji Tanaka, CTO & Co-Founder: Mr. Tanaka earned his PhD in Quantum 
Physics from Caltech and has over a decade of hands-on experience in 
experimental quantum computing. His research focused on reducing noise and 
improving gate fidelity in superconducting qubit architectures. He previously led 
the hardware control systems team at a prominent quantum computing startup. 

● Dr. Alistair Finch, Chief Scientist: Dr. Finch is a world-renowned researcher in 
quantum algorithms and quantum error correction. Prior to co-founding 
QubitLease, he was a senior research scientist at Google's Quantum AI lab 26, 
where he published seminal papers on variational algorithms and fault-tolerant 
quantum computation. 



● Maria Petrova, Head of Product: Ms. Petrova brings invaluable experience from 
her tenure as a senior product manager at Amazon Web Services (AWS), where 
she was instrumental in scaling a major cloud compute service. Her expertise in 
building user-friendly, enterprise-grade platforms ensures that QubitLease will 
meet the needs of a diverse user base. 

Advisory Board 

● DePIN Pioneer: A former core contributor to the Helium network, providing 
strategic guidance on bootstrapping a hardware-based network and fostering a 
global community. 

● Academic Leader: A tenured Professor of Quantum Information Science at MIT, 
ensuring the project remains at the cutting edge of academic research and talent. 

● Regulatory Counsel: A partner at a leading law firm specializing in digital assets 
and international technology regulation, navigating the complex compliance 
landscape. 

 

7.0 Risks and Disclaimers 

 

Transparency is a core principle of the QubitLease project. Prospective participants 
should be aware of the following risks and challenges inherent in this ambitious 
endeavor. 

● Technical Risks: 
○ Hardware Instability: The underlying quantum computing hardware is still in 

a nascent stage of development. Issues such as qubit decoherence, high gate 
error rates, and limited connectivity are persistent challenges across the 
industry that could impact the quality and reliability of services on the 
network.59 

○ Protocol Security: Despite rigorous audits, smart contracts are complex and 
may contain undiscovered vulnerabilities. A security breach in the core 
contracts or the underlying L2 network could result in a loss of funds. 

○ Oracle Reliability: The verification system depends on the security and 
liveness of a decentralized oracle network. A failure or compromise of the 
oracle network could disrupt job verification and payment settlement. 

● Market Risks: 
○ Competition: QubitLease faces competition from established, centralized 



cloud providers (e.g., IBM, Google, Microsoft) who have significant resources 
and existing customer relationships.5 

○ Token Volatility: The value of the QLT token will be subject to market 
volatility, which could affect the economic incentives for both providers and 
users. 

○ Adoption and Network Effect: The success of the marketplace depends on 
achieving a critical mass of both hardware providers and users. Failure to 
solve this "cold start" problem could limit the platform's utility. 

● Regulatory Risks: 
○ The legal and regulatory landscape for cryptocurrencies and digital assets is 

rapidly evolving and varies significantly by jurisdiction. Future regulations 
could impact the operation of the QubitLease network or the legal status and 
transferability of the QLT token. 

○ Quantum computing technology may be subject to national security and 
export control regulations, which could restrict which providers or users can 
participate in the network. 

Disclaimer: This whitepaper is for informational purposes only and does not 
constitute an offer to sell, a solicitation of an offer to buy, or a recommendation for 
any security or digital asset. The QubitLease Foundation does not provide investment, 
legal, or tax advice. The QLT token is a utility token intended for use within the 
QubitLease ecosystem. Participation in the QubitLease project and the acquisition of 
QLT tokens involve significant risk and are not suitable for all persons. All participants 
should conduct their own research and consult with their professional advisors before 
making any decisions. The value of QLT can be volatile and may go to zero. Participate 
at your own risk. 

 

8.0 Conclusion 

 

We stand at the confluence of two of the most profound technological revolutions of 
our time: blockchain and quantum computing. One has created a new paradigm for 
trust and decentralized coordination; the other promises to unlock a new frontier of 
computational power. QubitLease is the bridge between these two worlds. 

The current path of quantum development leads toward a future of centralized 
control, high costs, and limited access—a replication of the very cloud infrastructure 



models that Web3 seeks to disrupt. QubitLease offers a different path. By applying the 
proven principles of Decentralized Physical Infrastructure Networks, we are building a 
global, permissionless, and efficient marketplace for quantum resources. Our platform 
replaces closed ecosystems with an open protocol, opaque pricing with transparent 
metering, and centralized authority with community governance. 

The QubitLease Token (QLT) is the fuel for this new quantum economy, creating a 
powerful economic flywheel that rewards participation, incentivizes innovation, and 
aligns the entire ecosystem toward a common goal. We are not just building a 
product; we are fostering a community and laying the foundational infrastructure for a 
future where anyone, anywhere, can harness the power of quantum computation to 
solve problems that were once considered impossible. 

The journey ahead is ambitious, but the potential is limitless. We invite you to join us. 
Participate in our public sale, contribute to our open-source code, join the 
conversation in our community, and help us build the decentralized future of 
computation. 
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10.0 Appendices 



 

 

10.1 Glossary of Terms 

 

● Qubit: The fundamental unit of quantum information. Unlike a classical bit, which 
can be either 0 or 1, a qubit can exist in a superposition of both states. 

● Superposition: A core principle of quantum mechanics where a quantum system 
(like a qubit) can exist in multiple states simultaneously until it is measured. 

● Entanglement: A quantum phenomenon where two or more qubits become 
linked in such a way that their fates are correlated, regardless of the distance 
separating them. 

● DePIN (Decentralized Physical Infrastructure Network): A blockchain network 
that uses token incentives to coordinate and manage real-world physical 
infrastructure, such as wireless hotspots, storage servers, or, in this case, 
quantum computers.13 

● Smart Contract: A program stored on a blockchain that automatically executes 
when predetermined conditions are met. They are the core building blocks of 
decentralized applications. 

● Oracle: A third-party service that connects smart contracts with off-chain data 
and computation. Compute-enabled oracles can also perform off-chain 
computations and deliver the results to the blockchain in a verifiable manner.35 

● ZK-SNARK: (Zero-Knowledge Succinct Non-Interactive Argument of Knowledge) 
A type of cryptographic proof that allows one party to prove to another that a 
statement is true, without revealing any information beyond the validity of the 
statement itself.64 

● Post-Quantum Cryptography (PQC): A new generation of cryptographic 
algorithms designed to be secure against attacks from both classical and future 
quantum computers.38 

 

10.2 Technical Specifications 

 

● Supported Quantum Languages: 
○ OpenQASM 3.0: The platform will natively support job submissions written in 

OpenQASM 3.0. This version of the language is particularly well-suited for the 



QubitLease model as it includes advanced features for classical control flow, 
real-time computations, and explicit timing instructions, allowing for the 
description of complex hybrid quantum-classical algorithms.24 

○ Cirq: Through the QubitLease SDK, developers will be able to write and 
submit jobs using Cirq, a popular Python framework for programming 
quantum computers developed by Google. The SDK will handle the 
transpilation of Cirq circuits into a standard format compatible with the 
QubitLease protocol.25 Support for other frameworks like Qiskit will be added 
in subsequent releases. 

● Post-Quantum Cryptography (PQC) Algorithm Suite: 
○ ML-KEM (CRYSTALS-Kyber): This is the algorithm selected by NIST as the 

primary standard for post-quantum Key Encapsulation Mechanisms (KEMs) 
and will be published as FIPS 203.39 Based on the hardness of the module 
learning with errors (MLWE) problem over algebraic lattices, it offers small key 
sizes and high performance. QubitLease will use ML-KEM for establishing all 
secure communication channels within its ecosystem.40 

○ ML-DSA (CRYSTALS-Dilithium): This is the algorithm selected by NIST as 
the primary standard for post-quantum Digital Signature Algorithms (DSAs) 
and will be published as FIPS 204.39 Also based on module lattices, Dilithium 
offers strong security guarantees and efficient signing and verification. 
QubitLease will use ML-DSA for all on-chain transactions, oracle attestations, 
and governance votes, ensuring the long-term integrity of the platform.40 
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